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Abstract—In recent years, wireless public networks have been
widely deployed to provide high-speed Internet access to mobile
users. Due to the dynamic and uneven distribution of user re-
guests, some access points (the so-called “hot-spots”) may be con-
gested by many users. In order to alleviate such congestion, we
introduce an ad hoc relaying wireless LAN framework in this pa-
per. A user can be served by a neighboring access point through
an ad hoc connection in such a network. We propose a framework
to establish such ad hoc connections. Using simulations, we show
that the framework is efficient to reduce the service failure rate as
well as to improve channel utilization in hot-spot networks.

I. INTRODUCTION

Wireless LANs (WLANS) are being widely deployed in of-
fices, homes, as well as public areas like airports and malls, to
provide high-speed Internet access to mobile users. A WLAN .. Ad hoc connection
is set up by attaching to the wired network a base station (BS) T=— APcomestion
(also called an access point, or AP), which relays the traffic be-
tween the wireless users and the wired network [1]. In publigy. 1. An example of relieving hot-spot congestion through ad hoc connec-
areas covered by a number of APs, the user load is in geneiail
dynamic and unevenly distributed among the APs. It is pos-
sible that some APs (so-called “hot-spots”) are congested by ) .
many users and cannot admit more requests, while their neighln this paper, we propose and study a scheme called “AP-
boring ones are serving few users and the bandwidth is und%ﬁs's'fed Passive Agent Selection” (APAS) for agent discovery
utilized. In this paper, we propose and study serving a mobf&d ad hoc connection establishment. With APAS, the neigh-
user blocked in a hot-spot by a neighboring AP through ad hBering APs cooperate to find out some possible agents for the
connections, thus alleviating the congestion at the hot-spotdgcked MH while the MH just waits for the connections from
well as improving the bandwidth utilization of the whole netthese agents and selects a proper one. The proposed scheme is
work. based on the assumption that a mobile host (MH) can switch

We illustrate in Fig. 1 the basic idea of the proposed schenketween infrastructure mode (i.e., communicating with the AP)

In the example, three APs are considered, in which AP 1 3§d ad hoc mode (i.e., direct communication with other MHs),

a hot-spot. The mobile host (MH) 1 in the coverage of AP which has been shown able to significantly improve the perfor-

is blocked because there is insufficient bandwidth to satisfy i&ance of the WLAN [2].

request requirement. As AP 3 is lightly-loaded and has enough/Ve implement the framework of ad hoc relaying network in

free bandwidth, MH 1 is directed to set up an ad hoc connectibt$2 and use simulations to evaluate the performance. The per-

to MH 3 which is in the coverage of AP 3. MH 3 maintains théormance metrics of interest are the service failure rate defined

ad hoc connection to MH 1 as well as its connection to AP 8s the percentage of requests that cannot get their services and

In addition to communicating with AP 3 for its own traffic, MH the bandwidth utilization in each AP. Our results show that with

3 also operates as a relay agent for the communication betw@grhoc relaying connections between neighboring APs, the ser-

MH 1 and AP 3. In this way, MH 1 is served by (i.e., associate¢ce failure rate is reduced significantly and the system utiliza-

to) AP 3 in a two-hop manner, instead of being blocked. THion is increased accordingly.

major issue of the scheme is to find the appropriate relay agentVe briefly discuss previous work as follows. The conges-

to establish such an ad hoc connection for the blocked MH. tion problem at WLAN hot spots has been studied in [3]. The
i ) od | by the © e E e Rauthors proposed two approaches to relieve the congestion,

e et s et Eamarkes RBamely, explicit channel switching and network.directed roam-

HKUST6199/02E). ing. However, both of them have their limitations. Explicit
tCorrespondence author: Jiancong Chen channel switching only works for MHs in the overlap area of




multiple APs, while network-directed roaming requires MHs to
move around to get the access, which is neither convenient for
the users nor reliable as network state might have changed after
the roaming. Our proposed scheme of using ad hoc connections
between MHs to balance the load between APs does not suffer
from these limitations. A similar idea of using ad hoc connec-
tions to do load balancing between cells has been proposed for
cellular networks [4], [5]. As the cellular system uses differ-

No

ent frequency band than the mobile ad hoc network, the perfor- =
mance improvement by introducing ad hoc connections to deal P
with congestion is obvious. Our study differs primarily in that Assodiate Feouest e [ posive ngﬁ

we are considering a unified wireless system in one frequency
band, in which the bandwidth is shared by all the communica-
tions, and the performance improvement by introducing ad hoc
connections is not as obvious and deserves a separate study.
The rest of this paper is organized as follows. We present

in Sect. Il a scheme for agent discovery and ad hoc connection S Node
establishment. Simulation results illustrating the performance Naghoorng AP
of the scheme is presented in Sect. lll. We conclude in Sect. IV.
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Il. AD HOC RELAYING WIRELESSLANS

In the proposed ad hoc relaying wireless LANs, when a mo-
bile host sends a service request to the access point, the AP has Update
admission control to check whether it can provide the service Ok
or not. If not, instead of blocking the request, the AP tries to
find a neighboring AP that can provide the service and div@r‘ﬂ- 2. The flowchart of ad hoc connection establishment algorithm at APs.
the MH to it by an ad hoc connection. Several issues need to be

addressed in this process, which we discuss in the following. ' :
First, the original AP (hot-spot) should know whether there f4HS: With APAS, the hot-spot AP forwards the (bandwidth)

a neighboring AP with sufficient resources for the request tha{?tqhueSLOf the bIOCkﬁ%M'; to_dii?] r:eigh?orin?hAPs, WhiﬂﬁhECkh
cannot admit. This is achieved by maintaining and exchangi €y have enougn bandwi 0 satisfy the request throug

state information among APs. Since the number of neighborifig V0;OP connection. Those having enough bandwidth indi-
APs is small and all APs are connected to the wired networeit the MHS in their coverage to advertise the availability. The
the communication overhead is limited and does not affect t locked MH listens to the advertisements for a while and selects

performance of the wireless network e best one (which offers the largest bandwidth or is nearest in

Second, if there is such an AP that can provide the servié@ace) from the advertising agents within the commun_ication
' @@ge as the relay agent, and set up the ad hoc connection.

the MH should be able to connect to it. Since the cover rangr As mentioned before, when an AP receives a service request
of the APs are limited and may not be overlapping (depend%%m a MH, it first checks whether it has sufficient resources

on the deployment and layout of the public wireless network . AR ;
the MH mpayynot be in theyrange of tﬁe neighboring AP, i.e., ermed fe.s'd“a' bandw@th in this paper) to meet the require-
direct (one-hop) connection is not possible. Therefore, an ag nt. If it IS ?bdlet to_tprclnf\nde t.? Ser\é'C‘?"_t'%tLhFi user, the uster_lts
is needed to relay the traffic in between. Hence finding such N associated to 1it. 11 so, 1t Senas “ri messages o 1ts
6ghbor|ng APs, including the information of the service re-

agent to establish an ad hoc connection is the major issue in {rement. The APs cooperate to find out which APs adjacent

hoc relaying WLANS. q X o
Moreover, after the connection is established between tifsth€ Not-spot AP can provide the service instead.

MH and the neighboring AP through an agent, since the con- pon receiving a "HELP” message, an neighboring AP re-

nection between the MH and the agent works in ad hoc moﬁBondStWith a pt?]sitive “REtF;LY” [neSEage if it haf’ enough re-
while the agent connects to its AP in infrastructure mode, SRUIC€ 0 Serve the request by a two-hop copnec 'or,',' oranega-
e one if otherwise. Then it broadcasts an “AGENT” message

good packet forwarding method is important in order to achle(? ' the MHs associated to it. After a MH acting as an agent es-

high performance. As discussed in our previous paper, the ; . ,
. : lishes an ad hoc connection to the redirected user, the AP
ference between infrastructure mode and ad hoc mode in ﬁg ds a “CONFIRM” message back to the hot-spot AP,

IEEE 802.11 standard is several parameters in the frames, ; . ol
the behavior of the transmissions [2]. The agent is hence a fte“r the t\ot-spot AP recewes a REPLY, it sends to the
a “WAIT” message containing the channel information of

to send and receive packets in both modes. Upon receivin . . X
packet from the AP topthe MH, it forwards the paréket in ad hgQ€ neighboring AP. The MH then switches to the channel and
mode. Likewise, the packets from the MH are forwarded &Its for the connection messages from the agents. Once the ad
infrastructure mode to the AP. oc connection is established, the_hot-spot AP will receive t_he
“CONFIRM” message from the neighboring AP. Otherwise, it
_ _ . repeats the above procedures to find another AP for the MH.

A. AP-Assisted Passive Agent Selection (APAS) At a mobile host, if it receives a “WAIT” message after it

In this paper, we mainly focus on the agent discovery ars@nds a service request to an AP, it switches to the channel given
connection establishment schemes, illustrated in Figs. 2 dmngdthe message and listens in ad hoc mode for some time. After
3, including the operation procedures at both the APs and tiheeceives some “AGENT” messages, it selects the agent with
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the strongest signal power to connect to the neighboring AP. On
the other hand, when an agent receives an "AGENT” messagg 4. The failure rate of proving service to the users.
from its AP, it advertises the message in ad hoc mode so that
the redirected MH can receive it.
As an example, refer to Fig. 1 again, the detailed steps of the10 runs and each simulation runs for 10 minutes of simula-
connection establishment procedures are listed as follows. tion time. We use the pure WLAN performance as the baseline

1)
2)
3)

4)

5)
6)
7

8)
9)

10)

A user (MH 1) sends a service request to its AP (AP 1)10 compare with.

AP 1 finds out that the requirement can not be met; For network topology, we generate a network with three APs,
AP 1 sends “HELP” messages containing the request e locations of which are as shown in Fig. 1 (The distances
formation to its neighboring APs; among are50+/2 m.), and a number of users of random loca-

Once an AP (AP 3) receive a “HELP” message, it check®n within the transmission range of each AP. Such users arrive
whether it can provide service to the request by a two-h@p each AP according to the Poisson distribution with different
connection and responds with a “REPLY”; mean inter-arrival time; seconds, which is smaller in the hot-
After AP 1 receives a positive “REPLY” message, ispot AP such that the users arrive more frequently. The holding
sends a “WAIT” message to MH 1; time ¢ of the users is uniformly distributed with a mean ot

MH 1 switches to the channel given by the “WAIT” mesWe use UDP traffic from the users to a AP with bandwidth re-
sage and listens; quirementB Kbps. Two different traffic conditions are gener-
After sending a positive “REPLY” to AP 1, AP 3 sends ated to simulate a lightly congested network and a heavy loaded
“AGENT” message to the agents within the coverage; one. In this paper, we compare the performance of WLAN with
MH 3 advertises the “AGENT” message; and without ad hoc relaying in terms of service failure rate and
Upon receiving the “AGENT"” message, MH 1 selects anhannel utilization in each AP. The service failure rate is defined
agent (MH 3). The connection is hence established; as the percentage of users whose requirement can not be met.
After the connection is established, AP 3 sends a “CON+e channel utilization is measured at each AP individually.
FIRM” message to AP 1. In the lightly congested network, the mean user inter-arrival
times in seconds for the three APs aije= 20, » = 30 and

T3 = 60, respectively. The average holding tinde = 10

HI. TLLUSTRATIVE NUMERICAL RESULTS minutes and the bandwidth requirements of the users are set

In this section, we present the performance evaluation usittgB = 200 Kbps such that the hot-spot (AP 1) is lightly con-
NS2 (ns-2.26) with the CMU wireless extension [6]. We usgested while the other two are under utilized. In order to make
11 Mbps channel bitrate to simulate IEEE 802.11b WLAN era& heavily congested network, we adjust the system parameters
vironment. Packet size is 512 bytes unless otherwise specifierbe; = 15, » = 20 and7s = 60, respectively, such that
For the radio propagation model, a two-ray path loss modelAd 1 an AP 2 are congested while AP 3 is under utilized. Other
used. We do not consider fading and mobility in our simulgparameters remain the same as above.
tions. We assume the transmission range of all nodes includingNVe show in Fig. 4 the service failure rate in the hot-spot net-
the access point is 250. All simulation results are the averagework with and without ad hoc relaying connections. From the
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90
2 % i Figure 6 shows the success rate of ad hoc connection estab-
é 70 AP Luith Ad Hoc Relaing o lishment in both light and heavy traffic networks. As we can
3 AP 2with Ad Hos Relming —5- see, around half of the users being redirected can connect to
3 AP 3with Ad e Rt their ne|ghbor|ng APs in the |I.ght traffic network. The fa_ulqres.,
£ 50 AP3WLAN -3 as mentioned before, are mainly due to the coverage limitation
S 4 ) \ of the agents in the neighboring APs. In the heavy congested

LT T e e network, the success rate is even lower. This is because there
3 are more users being redirected and a small fraction of them can
20 nearly use up the channel bandwidth of the neighboring AP.

In order to further increase the success rate, we are devel-
oping a new scheme which can select a proper user (maybe an
) o already admitted one) to redirect instead of just redirecting the
Fig. 5. The channel utilization in each AP of the networks.. new user. In this way, the location (or distance) effect can be
eliminated and the selected user is more likely to connect to the
neighboring AP.

figures, we see that for both lightly and heavily congested net-

works, the ad hoc relaying scheme achieves substantially lower IV. CONCLUSION
fﬁlluref;gt?. Ig'the Ilghtlyﬁongesteld net\No(rjkf.(Flg. 4a), S;nf;mDue to the dynamic and unevenly distributed user load
the traffic load is not very heavy, only around five percent of t ; : g " )
users cannot get their service in the hot-spot AP. With ad hoc ge- ong the APS in public areas, some ‘hot-spots” may be con

Scenario
b. The heavily congested network.

- : . sted with many users and cannot admit more requests, while
laying connections, most users redirected by AP 1 may getthiypiy heighhoring ones are serving few users and their band-

service from AP 2 or AP 3. Hence the failure rate is reduced Wldths are under-utilized. In this paper, we propose an ad hoc
the ad hoc reIay|_ng scheme. However, some of them may ying architecture to serve a mobile user in a hot spot by a
be able to establish ad hoc connections to the neighboring A hhoring AP, thus alleviating the congestion at the hot-spot.
because they are too far away from the neighbor. Therefogg, 1ation results show that using the scheme the failure rate is
even with ad hoc relaying scheme, there are still some usgfgyificantly reduced as well as the bandwidth utilization is im-
which cannot get their service. In the heavy congested netw ved in such hot-spot networks. In our future work, we will

(Fig. 4 b.), since the traffic load is heavier, both AP 1 and AP e, investigate different schemes for implementing ad hoc
are congested. More users, which cannot get their service fr

the congested APs, need to be redirected to the only AP (Xghymg wireless LANS.

3) that is under utilized. The users are less likely to establish

connections to it. Hence the service failure rate in the heavily REFERENCES
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