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Abstract—There has been an increasing interest in recent years
to deliver multimedia services over wireless ad hoc networks. Due
to the existence of hidden terminal and absence of central control,
the MAC protocol as used in the ad hoc networks may lead to chan-
nel capture, where some flows monopolize the channel while others
suffer from starvation. This greatly degrades system throughput
and fairness. After showing that static power control leads to chan-
nel capture, we propose and study a distributed dynamic power
control scheme fo break the capture. Our power control algorithm
offers much higher fairness without compromising system through-
put by better spatial reuse.
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1. INTRODUCTION

With the increasing multimedia capability in wireless devices, there
has been growing interest in delivering multimedia through wireless
networks. Wireless ad hoc networks bear important applications in con-
ferencing, file exchange, and disaster relief [1]. Tn an ad hoc network,
devices (termed “'nodes” in this paper) self-organize into a communi-
cation network without any pre-established infrastructure. The nodes
autonomously share a common broadcast channel and collaborate to
transport information. Due to the high bandwidth requirement and
delay-sensitive nature of multimedia services, transmitting multimedia
using either TCP or UDP over this network still presents many chal-
lenges in terms of throughput and fairness. This is mainly because of
capture effect stemming from the medium access control (MAC) pro-
tocol, the Distributed Coordination Function (DCF) in [EEE 802.t1, as
used in ad hoc networks.

DCEF is based on CSMA/CA (Carrier Sense Multiple Access with
Collision Avoidance) [2]). To transmit data, a node employs a 4-
way handshake messaging mechanism given by request-to-send (RTS),
Clear-to-Send (CTS), DATA, and ACK. During the handshake, the
node reserves the channel by advertising to others in the network the
duration of its transmission as indicated by its network allocation vec-
tor (NAV).

Despite the aforementioned collision avoidance mechanism, IEEE
802.11 does not eliminate collisions completely [3]. These collisions
may lead to channe! capture, where the common channe! is monopo-
lized by a single or a few nodes. This is the case especially when nodes
use the same power (e.g., the maximum power) to transmit packets.
Such capture phenomenon seriously degrades network throughput and
fairness [41, [5].

To iltustrate this, we show a simple topology in Fig. 1 (a), where
nodes A and C are sending packets to nodes B and D, respectively. In
this scenario, C may capture the channel. We have indicated in the fig-
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Fig. 1. IEEE 802.11 introduces channel capture. (a) A receiver capiure topology; (b} Power
control resolves the channel capture.

ure in solid lines transmission range of the senders, within which the
receiver can correctly decode packets. Also indicated in dotted lines
are the carrier sensing range, within which a node can sense the carrier
indicating a busy channel. The carrier sensing range is typically larger
(about two times larger) than the transmission range. In the figure, the
ideal case is that both A and C can transmit concurrently. If this is not
possible, at least they should share the channel fairly. Unfortunately,
this is not the case here. Note that C is in B’s carrier sensing range, but
not in A’s. Therefore, during A’'s DATA transmission to B, C does not
sense any signal and hence considers the channe! tdle. It can therefore
transmit packets, causing a collision with the A’s DATA at B. Upon this
collision, both A and B back off. When A resends the packet, it may
collide at B with the on-going transmission between C and D. Node
A hence backs off even further and eventuaily node C “captures” the
whole channel, resulting in starvation of A and B (and hence a degra-
dation in throughput and fairness). Since the receiver B is captured, we
call this “receiver-capture” topology.

Note that the above capture is caused by fixed power, in which some
nodes cannot receive RTS packets of other nedes while some other
nodes are kept “silent” because they always sense carrier. If the nodes
monopolizing the channel (rode C in the above example) turns down its
transmission power, the starved nodes may be able to respond to RTS,
thereof breaking the capture. This is shown in Fig. 1 (b}, where the two
flows can exist concurrently using the minimum power given by the
distance between the communicating nodes. The system throughput is
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hence doubled because of such spatial reuse.

Note that the use of minitnum power, if not done carefully, can still
lead to channel capture (as illustrated in Section II). In this paper. we
study how to control the transmission power properly so as to offer
better fairness and throughput by avoiding channel capture. First we
show that static power control leads to channel capture and hence is not
recommended. Then we propose a distributed power adaptation (DPA)
algorithm to dynamically adjust the transmission power in each node to
break capture and achieve higher spatial reuse. In our algorithm, a node
starts its transmission with the maximum power RTS. After it succeeds
in sending a packet, it “politely” uses a lower power level (while main-
taining connectivity) to continue its communication to give other nodes
opportunity to use the channel. If a node finds itself in the starvation
state (as indicated by, for example, repeated failures in transmission),
it increases its power level so that its transmission attempt can be made
known to the others in the network.

We evaluate the performance of our algorithm by simulation with
TCP and UDP flows. We show that DPA indeed efficiently avoids chan-
nel capture, and hence substantially improves channel throughput and
fairness. Note that although our discussion is based on ad hoc networks,
DPA is also applicable in non-line-of-sight (NLOS) wireless systems
with fixed antennas or base-stations such as those wireless LAN net-
works set up in offices or on the roof-top of a buildings [6].

We briefly discuss previous work as follows. Regarding power con-
trol, much work has been done in cellular networks, where the base
station acts as a central controller (see, for example, [7] and references
therein). We consider power control in ad hoc networks where decision
has to be made autenomously. In ad hoc networks, power control is
mainly studied in the context of fixed or static control with the objec-
tive to conserve energy (8], [3), to create a desirable topology (9], [10],
and 1o improve channel utilization [11], {12]. Littte work has been on
dynamic power control to break channel capture. Our simulation indi-
cates that static power control leads to channel capture, which can be
broken with a dynamic scheme.

The rest of the paper is organized as follows. In Sect. II we discuss
the channel capture phenomenon with static power control. In Sect. I,
we present our distributed power control algorithm to achieve better
faimess and throughput. We show in Sect. IV some illustrative simula-
tion results of our algorithm and conclude in Sect. V.

11. STATIC POWER CONTROL AND CHANNEL CAPTURE

In this section, we show that static power control often leads to chan-
nel capture phenomenon and hence starvation of flows. Therefore, a
dynamic power control is highly desirable. We illustrate the capture
phenomena using some topological examples.

Recall that the receiver capture topology shown in Fig. 1 (a) can
be broken by reducing the transmission power, and thereof the carrier
sensing range. However, using static (the minimum) power to transmit
packets leads to other channel captures. To illustrate, we show in Fig. 2
(a) an ad hoc network with two flows being sent from node A to B and
C to D, respectively, using minimum power. Note that C is within A’s
carrier sensing range, but not vice versa. Therefore, without knowing
the existence of C, A can keep on transmitting packets to B, whose
replies to A causes collisions, and hence exponential backoff, in C. C
hence suffers from starvation. Since the source C (of flow C to D) is
captured, we call this a source capture topology.

Channe! capture is also widely observed in a hidden terminal topol-
ogy as shown in Fig. 2 (b), where two sources A and C contend for a
common receiver B. Note that the distance between A and B is larger
than that between € and B. If ali nodes use static minimum power, C is
within the carrier sensing range of A, bul not vice versa. A hence is not
aware of C and keeps transmitting data. € hence backs off, leading to
its starvation. This is hence a source capture topology with A capturing
the channel.

Note that if all nodes in the network use the same power (such as the

(a)

{b)

e e (c)

Fig. 2. Channel capture scenarios in difierent topologies. (a) A source capture topology;
(b) Source capture in hidden terminal topology: (c) Power capture in hidden terminat
topology.

maximum power level), so that A and C are aware of each other, the
source capture can be resolved. However, the use of maximum power
leads to yet another channel capture called “power capture” due to the
different signal power recgived from the two sources at the receiver. In
this case, the connection of stronger signal power captures the channel,
even though the signal difference is small [5]. Refer to Fig. 2 (c). Be-
cause the source C is nearer to the receiver B, C eventually captures the
channel.

The above shows that channel capture occurs because of static power
level. In order to break the capture, a dynamic power control scheme
can be used. Such dynamic scheme not only breaks captures and hence
leads to better fairness and throughput, but also achieves lower power
consumption. We propose such a scheme in the next section.

I11. A DISTRIBUTED POWER ADAPTATICN ALGORITHM

In this section, we propose a distributed dynamic power adaptation
scheme to break the aforementioned channel capture problem. In this
scheme, instead of using a fixed power level in all nodes, each node uses
different transmission power to communicate with its neighbors. The
power levels most recently used are maintained in a Neighbor Power
Table (NPT), whose entries are shown in Table I. For each of the
neighbors the node communicates with, an entry is maintamed with
the Node ID, the corresponding Min-Power tequired to maintain the
connection and the power levels used for sending RTS (the RTS power)
and CTS (the CTS power). The minimum power can be obtained by
the handshake messaging as discussed in [12]. Note that the power to
transmit RTS and CTS frames may be different for the same neighbor
because their power levels are adjusted independently and dynamically
to achieve bidirectional communication.
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TABLE]
NEIGHBOR POWER TABLE (NPT)

Node 1D | Min-Power | RTS Power | CTS Power
2 3 5 3
4 7 ? 7

‘ Algorithm 1: Dynamic Power Adaptation Algorithm

begin
PCur — PMaa:;
RetryCounter — 0;
TransCounter « 0;
DEC:
Transmit a frame:
if succeed then
TransCounier + +;
RetryCounter «— 0;
if TransCounter > a(Pour — Parin + 1) then
TransCounter «— 0;
Decrease power level FPoyr;
if Pcu,. = PMin then
goto CON;
else goto DEC;
else
TransCounter «- 0;
RetryCounter + +;
if RetryCounter > B(Puar — Powr + 1) then
RetryCounter — 0;
goto INC;
CON:
Transmit a frame;
if succeed then goto CON;
INC:
Transmit a frame;
if succeed then
TransCounter + +;
RetryCounter — 0:
if TransCounter > a{Powr — Patin + 1) then
TransCounter — 0;
goto DEC,;
else goto INC:
else
TransCounter — 0,
RetryCounter + +;
if RetryCounier > B{Pnrraz — Pour + 1) then
if -PCur = PM,;;- then
Reroute or reject;
Increase power level Peyr;
RetryCounter «— O;
goto INC;
end;

When a node has a packet to send to a neighbor, it first looks up
the neighbor’s ID in the table. If it 15 not there, the node allocates a
new entry with the maximum initial power level. Otherwise, it uses
the RTS power level indicated to transmit the RTS and DATA frames.
Upon receiving an RTS, a node looks up the table for the sender. If
it is found, the indicated CTS power is used to reply the CTS frame.
Otherwise, a new entry is established and the maximum power is used.
The minimum desired power is sent along with the CTS 1o the source
node. After a successfu] handshaking, the NPT entries for the com-

Power jevel
decreases to Py

DECREASE POWER
LEVEL

Failed ransmission

Suceessful
transmission

Fig. 3. The state transition diagram of the power adaptation algorithm.

munication in both sides are allocated. The upcoming transmissions
will use dynamic power and update the table according to the pewer
adaptation algorithm. The cost of maintaining NPT is low because the
per-neighbor entries in the table is small given that a node is unlikely
to directly communicate with more than just a few neighbors simulta-
neously.

In the power adaptation algorithm, we assume that all nodes have the
same set of power levels labelled from P) to Pr, where Py < P» <
-+ < Py, Let Pypaz = Pi, and Payin be the minimum desired power
level maintaining the communication connections. Clearly, P may
be different in different nodes.

There are three states in the algorithm: constant, increase and de-
crease. The state transition diagram is shown in Fig. 3. Briefly speak-
ing, when there is no transmission failure, a node stays in the ‘constant®
state and uses its minimum power level to transmit data. Once there are
continuous failures, a nede enters the ‘increase’ state and increases its
power level to retry. After a mymber of successful transmissions, it goes
to the ‘decrease’ state and decreases its power. We show in Algorithm
1 the detailed operations in each of the states.

» ‘Constant’ state (CON): A node in the ‘constant’ state keeps us-
ing the required minimum power level Pagiy as the current power
Peur to transmit frames. This Parin is determined by the con-
nectivity requirement of the flow. After sending an RTS frame, if
the node receives CTS successfully, it sends the DATA frame to
the receiver. Otherwise, if the RTS frame times out, it transits to
the ‘increase” state to retry.

o ‘Increase’ state {INC): In the ‘increase’ state, a node first uses
Ppiyr to transmit an RTS frame. If the frame is successfully trans-
mitted, a DATA frame follows. The TransCounier is increased
by one and the RetryCounter is reset 1o zero. Otherwise, if the
transmission fails, the RetryCounter is increased by one and
the TransCounter is reset to zero. Once the RetryCounter
exceeds its current upper bound, the node increases its power level
and stays in the ‘increase’ state. If the current power is already
at the maximum power level, the communication request will be
rerouted or rejected. On the other hand, if the TrensCounter
exceeds its current upper bound, the node transits to the *decrease’
state. :

+ ‘Decrease’ state (DEC): The operations in the ‘decrease’ state is
similar. After a node transmits a frame, it updates the counters. If
the TransCounter exceeds its upper bound, the node decreases
its power level and stays in the ‘decrease’ state. If the current
power is already at the minimum power level, the node goes back
to the "constant’ state. On the other hand, if the RetryCounter
exceeds its upper bound, the node transits to the ‘increase’ state.

A more detailed discussion on the algorithm is presented in [13].
Interested readers may refer there for more parameter settings and im-
plementation details.

iV. ILLUSTRATIVE SIMULATION AND EXPERIMENTAL RESULTS

In this section, we present the performance evaluation using NS2
(ns-2.1b8a) with the CMU wireless extension. We use 2Mbps for chan-
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TABLE IT
POWER LEVELS AND THE CORRESPONDING TRANSMISSION RANGES.

Power (InW) 1 2 345 48 1.25
Ranges (m) 40 60 80 S0 100
Power (mW) | 106 15 | 366 | 758 | 2818
Ranges (m) 110 120 150 180 250

TABLEI
JAIN'S FAIRNESS INDEX AND THROUGHPUT COMPARISON: DPA ACHIEVES
SUBSTANTIALLY BETTER FAIRNESS WITH SIMILAR THROUGHPUT.

Jain's faimess index System Throughput (Kbps)
Topology 1EEE 802.11 DFPA IEEE 802.11 DPA
Hidden terminal 0.526929 0.918870 14987 1642.3
Source capture 0.501248 0.873585 1781.0 1711.1
Receiver capture 0.532432 0.832820 1752.1 3035.2

nel bitrate. For the radio propagation model, a two-ray path loss model
is used. We do not consider fading and mobility in our simulations.
We assume that the carrier sensing range is about two times larger than
the transmission range. When maximum power level is used, the trans-
mission range is 250 m and the carrier sensing range is 550 m. In our
simulation, we have used 10 power levels as shown in table II with cor-
responding transmission ranges. All simulation results are the average
of 10 runs and each simulation runs for 20 seconds of simulation times.
We use the IEEE 802.11 standard as the baseline to compare with.

To evaluate the performance of our power control scheme, we sim-
ulate a random network and three typical topologies including hidden
terminals and the source and receiver capture topologies. There are
three nodes in the hidden terminal topology as shown in Fig. 2 (b),
where the distances between them are 60 and 180 meters, respectively.
The source capture topology has been shown in Fig. 2 (a), where the
distances between the four nodes are given by 60, 150 and 180 meters.
For the receiver capture topology shown in Fig. | (a) the distances be-
tween the four nodes are given by 70, 300 and 120 meters. Regarding
the random network, 25 random nodes uniformly distributed within a
1000x 1000 m? flat area. One flow of 1 Mbps originates at each node
with the nearest node as its destination. Thus, a total 25 flows are gen-
erated.

We consider fairness and throughput as our performance metrics.
For fairness, we have used Jain’s fairness index in the form of

_ L)
o) = ST
=1 ¥

f(mlamﬂr'”

where n is the number of flows in the system and &;: is the average
throughput of flow i [14]. We define system throughput as the aggregate
bitrate of all the flows in the system.

In Table 111, we compare the fairness and system throughput among
different topologies with and without DPA. We clearly see from the
table that, our DPA scheme achieves the best fairness, much better than
a system without. With respect to throughput, DPA in general achieve
better throughput, showing that it does not compromise fairness with
throughput.

For random network, we simulated 10 different topologies (scenar-
ios). We plot in Fig. 4 (a) the Jain's fairness index in different networks
10 show the inter-flow fairness. Clearly, without DPA, the channel is
not shared fairly. With DPA, the nodes often adjust their power ac-
cordingly so that they can access the channel more fairly. In Fig. 4 (b}
we plot the aggravated throughput of the 25 flows in different random
networks. Clearly, DPA achieves similar throughput as [EEE 802.11.
In some networks, the system throughput is even higher. These results
again show that DPA does not compromise fairness with thronghput.

In addition to the simulation performed, we have also conducted
some experiments on video delivery over the ad hoc networks with and
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(&) Inter-flow faimess comparison.

(b) Aggregated throughput comparison.

Fig. 4. Performance comparison in different random networks.

without DPA. The objective is to show the strengths of DPA for video
transmission in terms of video quality and start-up delay. Due to the
limited space, we don’t discuss the results here. Interested readers may
also refer to [13] for more details.

V. CONCLUSIONS

Due to the existence of the hidden terminal and a lack of central con-
trol, capture phenomenon can occur in ad hoe wireless networks. Chan-
nel capture leads to starvation in some nodes, thereof degrading the
network fairness and throughput. In this paper, we first illustrate that
static power often leads to channel capture in some common topologies
in ad hoc networks. To break the capture, therefore, a dynamic power
algorithm is needed.

We propose and study an effective distributed power adaptation al-
gorithm (DPA), which adjusts the transmission power in each node ac-
cording to the network condition. Our algorithm is simple, efficient,
autonomous and without control message overhead. Simulations us-
ing TCP and UDP flows show that DPA can efficiently break starvation
and hence achieve substantially better fairness without compromising
thronghput. Our scheme also conserves much power as compared with
the static power control.
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